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Title of the Event:  “The Art of Cyber Security Defense: Essential Skills for a Secure Future”  

Date       :  23rd October 2024 

Venue       :   Indoor Auditorium AVIT, , VMRF Chennai Campus 

Timing      :  11 AM to 1 PM 

Participants      :   Department Heads, faculties  and Students of SAS 

Tata STRIVE is a skill development initiative by the Tata Group aimed at addressing the skill gap 

in India. It focuses on providing vocational training to youth, making them employable and ready 

for the job market. Tata STRIVE collaborates with various stakeholders, including government 

bodies, industry partners, and educational institutions, to create a sustainable ecosystem for skill 

development. 

 
 

 

Tata STRIVE also emphasizes the importance of soft skills, such as communication, teamwork, 

and problem-solving, to ensure holistic development of the trainees. The initiative aims to 

empower individuals, especially from underprivileged backgrounds, by providing them with the 

skills and opportunities needed to build a better future. Tata STRIVE offers a comprehensive 



Cyber Security Analyst program designed to equip learners with the necessary skills to work in 

the IT and ITes industry. This course covers various aspects of cybersecurity, including threat 

analysis, risk management, and the implementation of security measures to protect digital assets. 

\  

The program is part of a broader initiative called CyberShikshaa+, a collaboration between Tata 

STRIVE, Microsoft India, Data Security Council of India (DSCI), Tata Communications, and Tata 

Consultancy Services. Launched in April 2022, CyberShikshaa+ aims to provide advanced 

training in cybersecurity and create a talent pool of data and privacy protection professionals.The 

training includes both theoretical knowledge and practical experience, ensuring that participants 

are well-prepared for real-world challenges.  The course covers a 40 hours online self learning 

programme with 15 assessments,  particularly focused on empowering young professionals by 

providing them with the skills needed to secure employment in the cybersecurity field. SAS 

students and all the faculty members have registered themselves in this “Cyber Security Course”.  

 

 


